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SCHEDULE 2

Information to be included in or with an application for authorisation

10. A statement of the applicant’s security policy, including—
(a) a detailed risk assessment in relation to the payment services to be provided, including

risks of fraud and illegal use of sensitive and personal data, and
(b) a description of—

(i) the applicant’s security control and mitigation measures to provide adequate
protection to users against the risks identified,

(ii) how such measures ensure a high level of technical security and data protection,
including such security and protection for the software and IT systems used by the
applicant and any undertakings to which the applicant outsources any part of its
operations, and

(iii) the applicant’s measures to comply with regulation 98(1) (management of
operational and security risks), taking into account any guidelines issued by the
European Banking Authority under Article 95(3) of the payment services directive.
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