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Protection of Freedoms Act 2012
2012 CHAPTER 9

An Act to provide for the destruction, retention, use and other regulation of certain
evidential material; to impose consent and other requirements in relation to certain
processing of biometric information relating to children; to provide for a code of
practice about surveillance camera systems and for the appointment and role of the
Surveillance Camera Commissioner; to provide for judicial approval in relation to
certain authorisations and notices under the Regulation of Investigatory Powers Act
2000; to provide for the repeal or rewriting of powers of entry and associated powers
and for codes of practice and other safeguards in relation to such powers; to make
provision about vehicles left on land; to amend the maximum detention period for
terrorist suspects; to replace certain stop and search powers and to provide for a related
code of practice; to make provision about the safeguarding of vulnerable groups and
about criminal records including provision for the establishment of the Disclosure and
Barring Service and the dissolution of the Independent Safeguarding Authority; to
disregard convictions and cautions for certain abolished offences; to make provision
about the release and publication of datasets held by public authorities and to make other
provision about freedom of information and the Information Commissioner; to make
provision about the trafficking of people for exploitation and about stalking; to repeal
certain enactments; and for connected purposes. [1st May 2012]

BE IT ENACTED by the Queen’s most Excellent Majesty, by and with the advice and consent of
the Lords Spiritual and Temporal, and Commons, in this present Parliament assembled, and by
the authority of the same, as follows:—
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PART 1

REGULATION OF BIOMETRIC DATA

CHAPTER 1

DESTRUCTION, RETENTION AND USE OF FINGERPRINTS ETC.
Destruction rule for fingerprints and DNA profiles subject to PACE

Destruction of fingerprints and DNA profiles

After section 63C of the Police and Criminal Evidence Act 1984 insert—

“63D Destruction of fingerprints and DNA profiles

(1) This section applies to—
(a) fingerprints—
(i) taken from a person under any power conferred by this Part of
this Act, or
(i1) taken by the police, with the consent of the person from whom
they were taken, in connection with the investigation of an
offence by the police, and
(b) a DNA profile derived from a DNA sample taken as mentioned in
paragraph (a)(i) or (ii).

(2) Fingerprints and DNA profiles to which this section applies (“section 63D
material”) must be destroyed if it appears to the responsible chief officer of
police that—

(a) the taking of the fingerprint or, in the case of a DNA profile, the taking
of the sample from which the DNA profile was derived, was unlawful,
or

(b) the fingerprint was taken, or, in the case of a DNA profile, was derived
from a sample taken, from a person in connection with that person’s
arrest and the arrest was unlawful or based on mistaken identity.

(3) In any other case, section 63D material must be destroyed unless it is retained
under any power conferred by sections 63E to 630 (including those sections
as applied by section 63P).

(4) Section 63D material which ceases to be retained under a power mentioned in
subsection (3) may continue to be retained under any other such power which
applies to it.

(5) Nothing in this section prevents a speculative search, in relation to section 63D
material, from being carried out within such time as may reasonably be required
for the search if the responsible chief officer of police considers the search to
be desirable.”
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Modification of rule for particular circumstances

2 Material retained pending investigation or proceedings

After section 63D of the Police and Criminal Evidence Act 1984 (for which see
section 1) insert—

“63E Retention of section 63D material pending investigation or
proceedings

(1) This section applies to section 63D material taken (or, in the case of a DNA
profile, derived from a sample taken) in connection with the investigation of
an offence in which it is suspected that the person to whom the material relates
has been involved.

(2) The material may be retained until the conclusion of the investigation of the
offence or, where the investigation gives rise to proceedings against the person
for the offence, until the conclusion of those proceedings.”

3 Persons arrested for or charged with a qualifying offence

After section 63E of the Police and Criminal Evidence Act 1984 (for which see
section 2) insert—

“63F Retention of section 63D material: persons arrested for or charged
with a qualifying offence

(1) This section applies to section 63D material which—

(a) relates to a person who is arrested for, or charged with, a qualifying
offence but is not convicted of that offence, and

(b) was taken (or, in the case of a DNA profile, derived from a sample
taken) in connection with the investigation of the offence.

(2) If the person has previously been convicted of a recordable offence which is
not an excluded offence, or is so convicted before the material is required to be
destroyed by virtue of this section, the material may be retained indefinitely.

(3) Otherwise, material falling within subsection (4) or (5) may be retained until
the end of the retention period specified in subsection (6).

(4) Material falls within this subsection if it—

(a) relates to a person who is charged with a qualifying offence but is not
convicted of that offence, and

(b) was taken (or, in the case of a DNA profile, derived from a sample
taken) in connection with the investigation of the offence.

(5) Material falls within this subsection if—
(a) itrelates to a person who is arrested for a qualifying offence but is not
charged with that offence,
(b) it was taken (or, in the case of a DNA profile, derived from a sample
taken) in connection with the investigation of the offence, and
(c) the Commissioner for the Retention and Use of Biometric Material has
consented under section 63G to the retention of the material.
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(6) The retention period is—

(a) inthe case of fingerprints, the period of 3 years beginning with the date
on which the fingerprints were taken, and

(b) in the case of a DNA profile, the period of 3 years beginning with the
date on which the DNA sample from which the profile was derived was
taken (or, if the profile was derived from more than one DNA sample,
the date on which the first of those samples was taken).

(7) The responsible chief officer of police or a specified chief officer of police
may apply to a District Judge (Magistrates’ Courts) for an order extending the
retention period.

(8) An application for an order under subsection (7) must be made within the period
of 3 months ending on the last day of the retention period.

(9) An order under subsection (7) may extend the retention period by a period
which—
(a) begins with the end of the retention period, and

(b) ends with the end of the period of 2 years beginning with the end of
the retention period.

(10) The following persons may appeal to the Crown Court against an order under
subsection (7), or a refusal to make such an order—

(a) the responsible chief officer of police;
(b) aspecified chief officer of police;
(c) the person from whom the material was taken.

(11) In this section—

“excluded offence”, in relation to a person, means a recordable
offence—

(a) which—
(i) is not a qualifying offence,
(i1) is the only recordable offence of which the person has
been convicted, and
(i) was committed when the person was aged under 18, and

(b) for which the person was not given a relevant custodial sentence
of 5 years or more,

“relevant custodial sentence” has the meaning given by
section 63K (6),

“a specified chief officer of police” means—
(a) the chief officer of the police force of the area in which the person
from whom the material was taken resides, or
(b) a chief officer of police who believes that the person is in, or is
intending to come to, the chief officer’s police area.

63G Retention of section 63D material by virtue of section 63F(5): consent
of Commissioner

(1) The responsible chief officer of police may apply under subsection (2) or (3) to
the Commissioner for the Retention and Use of Biometric Material for consent
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to the retention of section 63D material which falls within section 63F(5)(a)
and (b).

(2) The responsible chief officer of police may make an application under this
subsection if the responsible chief officer of police considers that the material
was taken (or, in the case of a DNA profile, derived from a sample taken) in
connection with the investigation of an offence where any alleged victim of the
offence was, at the time of the offence—

(a) under the age of 18,
(b) awvulnerable adult, or
(c) associated with the person to whom the material relates.

(3) The responsible chief officer of police may make an application under this
subsection if the responsible chief officer of police considers that—

(a) the material is not material to which subsection (2) relates, but

(b) the retention of the material is necessary to assist in the prevention or
detection of crime.

(4) The Commissioner may, on an application under this section, consent to the
retention of material to which the application relates if the Commissioner
considers that it is appropriate to retain the material.

(5) But where notice is given under subsection (6) in relation to the application, the
Commissioner must, before deciding whether or not to give consent, consider
any representations by the person to whom the material relates which are made
within the period of 28 days beginning with the day on which the notice is given.

(6) The responsible chief officer of police must give to the person to whom the
material relates notice of—

(a) an application under this section, and
(b) the right to make representations.

(7) A notice under subsection (6) may, in particular, be given to a person by—

(a) leaving it at the person’s usual or last known address (whether
residential or otherwise),

(b) sending it to the person by post at that address, or
(c) sending it to the person by email or other electronic means.

(8) The requirement in subsection (6) does not apply if the whereabouts of the
person to whom the material relates is not known and cannot, after reasonable
inquiry, be ascertained by the responsible chief officer of police.

(9) An application or notice under this section must be in writing.

(10) In this section—

“victim” includes intended victim,

“vulnerable adult” means a person aged 18 or over whose ability
to protect himself or herself from violence, abuse or neglect is
significantly impaired through physical or mental disability or illness,
through old age or otherwise,

and the reference in subsection (2)(c) to a person being associated with another
person is to be read in accordance with section 62(3) to (7) of the Family Law
Act 1996.”
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Persons arrested for or charged with a minor offence

After section 63G of the Police and Criminal Evidence Act 1984 (for which see
section 3) insert—

“63H Retention of section 63D material: persons arrested for or charged
with a minor offence

(1) This section applies to section 63D material which—
(a) relates to a person who—
(i) is arrested for or charged with a recordable offence other than
a qualifying offence,
(ii) if arrested for or charged with more than one offence arising
out of a single course of action, is not also arrested for or
charged with a qualifying offence, and

(iii) is not convicted of the offence or offences in respect of which
the person is arrested or charged, and

(b) was taken (or, in the case of a DNA profile, derived from a sample
taken) in connection with the investigation of the offence or offences
in respect of which the person is arrested or charged.

(2) If the person has previously been convicted of a recordable offence which is
not an excluded offence, the material may be retained indefinitely.

(3) In this section “excluded offence” has the meaning given by section 63F(11).”

Persons convicted of a recordable offence

After section 63H of the Police and Criminal Evidence Act 1984 (for which see
section 4) insert—

“631 Retention of material: persons convicted of a recordable offence

1) This section applies, subject to subsection (3), to—
pp )
(a) section 63D material which—

(i) relates to a person who is convicted of a recordable offence,
and

(i1) was taken (or, in the case of a DNA profile, derived from
a sample taken) in connection with the investigation of the
offence, or

(b) material taken under section 61(6) or 63(3B) which relates to a person
who is convicted of a recordable offence.

(2) The material may be retained indefinitely.
(3) This section does not apply to section 63D material to which section 63K
applies.”
Persons convicted of an offence outside England and Wales

After section 631 of the Police and Criminal Evidence Act 1984 (for which see
section 5) insert—
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“63J Retention of material: persons convicted of an offence outside
England and Wales

(1) This section applies to material falling within subsection (2) relating to a person
who is convicted of an offence under the law of any country or territory outside
England and Wales.

(2) Material falls within this subsection if it is—

(a) fingerprints taken from the person under section 61(6D) (power to take
fingerprints without consent in relation to offences outside England and
Wales), or

(b) aDNA profile derived from a DNA sample taken from the person under
section 62(2A) or 63(3E) (powers to take intimate and non-intimate
samples in relation to offences outside England and Wales).

(3) The material may be retained indefinitely.”

7 Persons under 18 convicted of first minor offence

After section 63J of the Police and Criminal Evidence Act 1984 (for which see
section 6) insert—

“63K Retention of section 63D material: exception for persons under 18
convicted of first minor offence

(1) This section applies to section 63D material which—
(a) relates to a person who—

(i) is convicted of a recordable offence other than a qualifying
offence,

(i1) has not previously been convicted of a recordable offence, and
(iii) is aged under 18 at the time of the offence, and

(b) was taken (or, in the case of a DNA profile, derived from a sample
taken) in connection with the investigation of the offence.

(2) Where the person is given a relevant custodial sentence of less than 5 years in
respect of the offence, the material may be retained until the end of the period
consisting of the term of the sentence plus 5 years.

(3) Where the person is given a relevant custodial sentence of 5 years or more in
respect of the offence, the material may be retained indefinitely.

(4) Where the person is given a sentence other than a relevant custodial sentence
in respect of the offence, the material may be retained until—
(a) in the case of fingerprints, the end of the period of 5 years beginning
with the date on which the fingerprints were taken, and
(b) inthe case of a DNA profile, the end of the period of 5 years beginning
with—
(1) the date on which the DNA sample from which the profile was
derived was taken, or
(ii) if the profile was derived from more than one DNA sample,
the date on which the first of those samples was taken.
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(5) But if, before the end of the period within which material may be retained by
virtue of this section, the person is again convicted of a recordable offence, the
material may be retained indefinitely.

(6) In this section, “relevant custodial sentence” means any of the following—

(a) acustodial sentence within the meaning of section 76 of the Powers of
Criminal Courts (Sentencing) Act 2000;

(b) asentence of a period of detention and training (excluding any period
of supervision) which a person is liable to serve under an order under
section 211 of the Armed Forces Act 2006 or a secure training order.”

Persons given a penalty notice

After section 63K of the Police and Criminal Evidence Act 1984 (for which see
section 7) insert—

“63L Retention of section 63D material: persons given a penalty notice

(1) This section applies to section 63D material which—

(a) relates to a person who is given a penalty notice under section 2 of
the Criminal Justice and Police Act 2001 and in respect of whom no
proceedings are brought for the offence to which the notice relates, and

(b) was taken (or, in the case of a DNA profile, derived from a sample
taken) from the person in connection with the investigation of the
offence to which the notice relates.

(2) The material may be retained—

(a) in the case of fingerprints, for a period of 2 years beginning with the
date on which the fingerprints were taken,

(b) in the case of a DNA profile, for a period of 2 years beginning with—

(1) the date on which the DNA sample from which the profile was
derived was taken, or

(i1) if the profile was derived from more than one DNA sample,
the date on which the first of those samples was taken.”

Material retained for purposes of national security

After section 63L of the Police and Criminal Evidence Act 1984 (for which see
section 8) insert—

“63M Retention of section 63D material for purposes of national security

(1) Section 63D material may be retained for as long as a national security
determination made by the responsible chief officer of police has effect in
relation to it.

(2) A national security determination is made if the responsible chief officer of
police determines that it is necessary for any section 63D material to be retained
for the purposes of national security.

(3) A national security determination—
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(a) must be made in writing,

(b) has effect for a maximum of 2 years beginning with the date on which
it is made, and

(c) may be renewed.”

10 Material given voluntarily

After section 63M of the Police and Criminal Evidence Act 1984 (for which see
section 9) insert—

“63N Retention of section 63D material given voluntarily

(1) This section applies to the following section 63D material—

(a) fingerprints taken with the consent of the person from whom they were
taken, and

(b) a DNA profile derived from a DNA sample taken with the consent of
the person from whom the sample was taken.

(2) Material to which this section applies may be retained until it has fulfilled the
purpose for which it was taken or derived.

(3) Material to which this section applies which relates to—
(a) aperson who is convicted of a recordable offence, or
(b) a person who has previously been convicted of a recordable offence
(other than a person who has only one exempt conviction),

may be retained indefinitely.

(4) For the purposes of subsection (3)(b), a conviction is exempt if it is in respect
of a recordable offence, other than a qualifying offence, committed when the
person is aged under 18.”

11 Material retained with consent

After section 63N of the Police and Criminal Evidence Act 1984 (for which see
section 10) insert—

“630 Retention of section 63D material with consent

(1) This section applies to the following material—

(a) fingerprints (other than fingerprints taken under section 61(6A)) to
which section 63D applies, and

(b) a DNA profile to which section 63D applies.

(2) If the person to whom the material relates consents to material to which this
section applies being retained, the material may be retained for as long as that
person consents to it being retained.

(3) Consent given under this section—
(a) must be in writing, and
(b) can be withdrawn at any time.”
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12 Material obtained for one purpose and used for another

After section 630 of the Police and Criminal Evidence Act 1984 (for which see
section 11) insert—

“63P Section 63D material obtained for one purpose and used for another

(1) Subsection (2) applies if section 63D material which is taken (or, in the case of
a DNA profile, derived from a sample taken) from a person in connection with
the investigation of an offence leads to the person to whom the material relates
being arrested for or charged with, or convicted of, an offence other than the
offence under investigation.

(2) Sections 63E to 630 and sections 63Q and 63T have effect in relation to the
material as if the material was taken (or, in the case of a DNA profile, derived
from a sample taken) in connection with the investigation of the offence in
respect of which the person is arrested or charged.”

13 Destruction of copies

After section 63P of the Police and Criminal Evidence Act 1984 (for which see
section 12) insert—

“63Q Destruction of copies of section 63D material

(1) If fingerprints are required by section 63D to be destroyed, any copies of the
fingerprints held by the police must also be destroyed.

(2) If a DNA profile is required by that section to be destroyed, no copy may be
retained by the police except in a form which does not include information
which identifies the person to whom the DNA profile relates.”

Destruction rules for samples and impressions of footwear subject to PACE

14 Destruction of samples

After section 63Q of the Police and Criminal Evidence Act 1984 (for which see
section 13) insert—

“63R Destruction of samples

(1) This section applies to samples—
(a) taken from a person under any power conferred by this Part of this Act,
or
(b) taken by the police, with the consent of the person from whom they
were taken, in connection with the investigation of an offence by the
police.

(2) Samples to which this section applies must be destroyed if it appears to the
responsible chief officer of police that—

(a) the taking of the samples was unlawful, or
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(b) the samples were taken from a person in connection with that person’s
arrest and the arrest was unlawful or based on mistaken identity.

(3) Subject to this, the rule in subsection (4) or (as the case may be) (5) applies.

(4) A DNA sample to which this section applies must be destroyed—
(a) assoon as a DNA profile has been derived from the sample, or

(b) if sooner, before the end of the period of 6 months beginning with the
date on which the sample was taken.

(5) Any other sample to which this section applies must be destroyed before the
end of the period of 6 months beginning with the date on which it was taken.

(6) The responsible chief officer of police may apply to a District Judge
(Magistrates’ Courts) for an order to retain a sample to which this section
applies beyond the date on which the sample would otherwise be required to
be destroyed by virtue of subsection (4) or (5) if—

(a) the sample was taken from a person in connection with the
investigation of a qualifying offence, and

(b) the responsible chief officer of police considers that the condition in
subsection (7) is met.

(7) The condition is that, having regard to the nature and complexity of other
material that is evidence in relation to the offence, the sample is likely to be
needed in any proceedings for the offence for the purposes of—

(a) disclosure to, or use by, a defendant, or

(b) responding to any challenge by a defendant in respect of the
admissibility of material that is evidence on which the prosecution
proposes to rely.

(8) An application under subsection (6) must be made before the date on which the
sample would otherwise be required to be destroyed by virtue of subsection (4)
or (5).

(9) If, on an application made by the responsible chief officer of police under
subsection (6), the District Judge (Magistrates’ Courts) is satisfied that the
condition in subsection (7) is met, the District Judge may make an order under
this subsection which—

(a) allows the sample to be retained for a period of 12 months beginning
with the date on which the sample would otherwise be required to be
destroyed by virtue of subsection (4) or (5), and

(b) may be renewed (on one or more occasions) for a further period of not
more than 12 months from the end of the period when the order would
otherwise cease to have effect.

(10) An application for an order under subsection (9) (other than an application for
renewal)—
(a) may be made without notice of the application having been given to
the person from whom the sample was taken, and
(b) may be heard and determined in private in the absence of that person.

(11) A sample retained by virtue of an order under subsection (9) must not be used
other than for the purposes of any proceedings for the offence in connection
with which the sample was taken.
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(12) A sample that ceases to be retained by virtue of an order under subsection (9)
must be destroyed.

(13) Nothing in this section prevents a speculative search, in relation to samples
to which this section applies, from being carried out within such time as may
reasonably be required for the search if the responsible chief officer of police
considers the search to be desirable.”

15 Destruction of impressions of footwear

After section 63R of the Police and Criminal Evidence Act 1984 (for which see
section 14) insert—

“63S Destruction of impressions of footwear

(1) This section applies to impressions of footwear—

(a) taken from a person under any power conferred by this Part of this Act,
or

(b) taken by the police, with the consent of the person from whom they
were taken, in connection with the investigation of an offence by the
police.

(2) Impressions of footwear to which this section applies must be destroyed unless
they are retained under subsection (3).

(3) Impressions of footwear may be retained for as long as is necessary for purposes
related to the prevention or detection of crime, the investigation of an offence
or the conduct of a prosecution.”

Supplementary provision for material subject to PACE

16 Use of retained material

After section 63S of the Police and Criminal Evidence Act 1984 (for which see
section 15) insert—

“63T Use of retained material

(1) Any material to which section 63D, 63R or 63S applies must not be used other
than—

(a) in the interests of national security,
(b) for the purposes of a terrorist investigation,

(c) for purposes related to the prevention or detection of crime, the
investigation of an offence or the conduct of a prosecution, or

(d) for purposes related to the identification of a deceased person or of the
person to whom the material relates.

(2) Material which is required by section 63D, 63R or 63S to be destroyed must
not at any time after it is required to be destroyed be used—

(a) in evidence against the person to whom the material relates, or
(b) for the purposes of the investigation of any offence.
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(3) In this section—

(a) the reference to using material includes a reference to allowing any
check to be made against it and to disclosing it to any person,

(b) the reference to crime includes a reference to any conduct which—

(1) constitutes one or more criminal offences (whether under the
law of England and Wales or of any country or territory outside
England and Wales), or

(ii) is, or corresponds to, any conduct which, if it all took place
in England and Wales, would constitute one or more criminal
offences, and

(¢) the references to an investigation and to a prosecution include
references, respectively, to any investigation outside England and
Wales of any crime or suspected crime and to a prosecution brought
in respect of any crime in a country or territory outside England and
Wales.”

17 Exclusions for certain regimes

After section 63T of the Police and Criminal Evidence Act 1984 (for which see
section 16) insert—

“63U Exclusions for certain regimes

(1) Sections 63D to 63T do not apply to material to which paragraphs 20A to 20J of
Schedule 8 to the Terrorism Act 2000 (destruction, retention and use of material
taken from terrorist suspects) apply.

(2) Any reference in those sections to a person being arrested for, or charged with,
an offence does not include a reference to a person—

(a) being arrested under section 41 of the Terrorism Act 2000, or
(b) being charged with an offence following an arrest under that section.

(3) Sections 63D to 63T do not apply to material to which paragraph 8 of
Schedule 4 to the International Criminal Court Act 2001 (requirement to
destroy material) applies.

(4) Sections 63D to 63T do not apply to material to which paragraph 6 of
Schedule 6 to the Terrorism Prevention and Investigation Measures Act 2011
(requirement to destroy material) applies.

(5) Sections 63D to 63Q, 63S and 63T do not apply to material which is, or may
become, disclosable under—

(a) the Criminal Procedure and Investigations Act 1996, or

(b) acode of practice prepared under section 23 of that Act and in operation
by virtue of an order under section 25 of that Act.

(6) Sections 63D to 63T do not apply to material which—
(a) is taken from a person, but
(b) relates to another person.

(7) Nothing in sections 63D to 63T affects any power conferred by—
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(a) paragraph 18(2) of Schedule 2 to the Immigration Act 1971 (power to
take reasonable steps to identify a person detained), or

(b) section 20 of the Immigration and Asylum Act 1999 (disclosure of
police information to the Secretary of State for use for immigration

purposes).”

18 Interpretation and minor amendments of PACE
(1) The Police and Criminal Evidence Act 1984 is amended as follows.

(2) In section 65(1) (interpretation of Part 5)—
(a) after the definition of “appropriate consent” insert—
““DNA profile” means any information derived from a DNA sample;

“DNA sample” means any material that has come from a human body
and consists of or includes human cells;”,

(b) after the definition of “registered health care professional” insert—

““the responsible chief officer of police”, in relation to material to which
section 63D or 63R applies, means the chief officer of police for the
police area—

(a) in which the material concerned was taken, or

(b) in the case of a DNA profile, in which the sample from which
the DNA profile was derived was taken;

“section 63D material” means fingerprints or DNA profiles to which
section 63D applies;”, and

(c) after the definition of “terrorism” insert—

““terrorist investigation” has the meaning given by section 32 of that
Act;”.

(3) After section 65(2) (meaning of references to a sample’s proving insufficient) insert—

“(2A) In subsection (2), the reference to the destruction of a sample does not include
a reference to the destruction of a sample under section 63R (requirement to
destroy samples).

(2B) Any reference in sections 63F, 63H, 63P or 63U to a person being charged
with an offence includes a reference to a person being informed that the person
will be reported for an offence.”

(4) In section 65A(2) (list of “qualifying offences” for purposes of Part 5), in paragraph (j)
(offences under the Theft Act 1968), for “section 9” substitute “section 8, 9”.

(5) After section 65A insert—

“65B Persons convicted of an offence”

(1) For the purposes of this Part, any reference to a person who is convicted of
an offence includes a reference to—
(a) aperson who has been given a caution in respect of the offence which,
at the time of the caution, the person has admitted,
(b) a person who has been warned or reprimanded under section 65 of
the Crime and Disorder Act 1998 for the offence,
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(c) aperson who has been found not guilty of the offence by reason of
insanity, or

(d) aperson who has been found to be under a disability and to have done
the act charged in respect of the offence.

(2) This Part, so far as it relates to persons convicted of an offence, has effect
despite anything in the Rehabilitation of Offenders Act 1974.

(3) But a person is not to be treated as having been convicted of an offence if that
conviction is a disregarded conviction or caution by virtue of section 92 of
the Protection of Freedoms Act 2012.

(4) If a person is convicted of more than one offence arising out of a single course
of action, those convictions are to be treated as a single conviction for the
purposes of calculating under sections 63F, 63H and 63N whether the person
has been convicted of only one offence.

(5) See also section 65(3) (which deals with findings equivalent to those
mentioned in subsection (1)(c) or (d) by courts which exercise jurisdiction
under the laws of countries or territories outside England and Wales).”

Amendments of regimes other than PACE

19 Amendments of regimes other than PACE

Schedule 1 (which amends regimes other than the regime in the Police and Criminal
Evidence Act 1984 amended by sections 1 to 18) has effect.

The Commissioner for the Retention and Use of Biometric Material

20 Appointment and functions of Commissioner

(1) The Secretary of State must appoint a Commissioner to be known as the Commissioner
for the Retention and Use of Biometric Material (referred to in this section and
section 21 as “the Commissioner”).

(2) It is the function of the Commissioner to keep under review—
(a) every national security determination made or renewed under—
(i) section 63M of the Police and Criminal Evidence Act 1984
(section 63D material retained for purposes of national security),
(i1) paragraph 20E of Schedule 8 to the Terrorism Act 2000 (paragraph
20A material retained for purposes of national security),
(iii) section 18B of the Counter-Terrorism Act 2008 (section 18 material
retained for purposes of national security),

(iv) paragraph 11 of Schedule 6 to the Terrorism Prevention and
Investigation Measures Act 2011 (paragraph 6 material retained for
purposes of national security),

(v) section 18G of the Criminal Procedure (Scotland) Act 1995 (certain
material retained for purposes of national security), and

(vi) paragraph 7 of Schedule 1 to this Act (material subject to the Police
and Criminal Evidence (Northern Ireland) Order 1989 retained for
purposes of national security),
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(b) the uses to which material retained pursuant to a national security
determination is being put.

(3) It is the duty of every person who makes or renews a national security determination
under a provision mentioned in subsection (2)(a) to—
(a) send to the Commissioner a copy of the determination or renewed
determination, and the reasons for making or renewing the determination,
within 28 days of making or renewing it, and

(b) disclose or provide to the Commissioner such documents and information
as the Commissioner may require for the purpose of carrying out the
Commissioner’s functions under subsection (2).

(4) If, on reviewing a national security determination made or renewed under a
provision mentioned in subsection (2)(a), the Commissioner concludes that it is not
necessary for any material retained pursuant to the determination to be so retained,
the Commissioner may order the destruction of the material if the condition in
subsection (5) is met.

(5) The condition is that the material retained pursuant to the national security
determination is not otherwise capable of being lawfully retained.

(6) The Commissioner also has the function of keeping under review—

(a) the retention and use in accordance with sections 63A and 63D to 63T of the
Police and Criminal Evidence Act 1984 of—

(1) any material to which section 63D or 63R of that Act applies
(fingerprints, DNA profiles and samples), and

(il) any copies of any material to which section 63D of that Act applies
(fingerprints and DNA profiles),

(b) the retention and use in accordance with paragraphs 20A to 20J of Schedule 8
to the Terrorism Act 2000 of—

(1) any material to which paragraph 20A or 20G of that Schedule applies
(fingerprints, relevant physical data, DNA profiles and samples), and

(ii) any copies of any material to which paragraph 20A of that Schedule
applies (fingerprints, relevant physical data and DNA profiles),

(c) the retention and use in accordance with sections 18 to 18E of the Counter-
Terrorism Act 2008 of—

(i) any material to which section 18 of that Act applies (fingerprints,
DNA samples and DNA profiles), and

(i1) any copies of fingerprints or DNA profiles to which section 18 of that
Act applies,

(d) the retention and use in accordance with paragraphs 5 to 14 of Schedule 6 to
the Terrorism Prevention and Investigation Measures Act 2011 of—

(i) any material to which paragraph 6 or 12 of that Schedule applies
(fingerprints, relevant physical data, DNA profiles and samples), and

(ii) any copies of any material to which paragraph 6 of that Schedule
applies (fingerprints, relevant physical data and DNA profiles).

(7) But subsection (6) does not apply so far as the retention or use of the material falls to
be reviewed by virtue of subsection (2).

(8) In relation to Scotland—
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(a) the reference in subsection (6)(b) to use of material, or copies of material,
in accordance with paragraphs 20A to 20J of Schedule 8 to the Terrorism
Act 2000 includes a reference to use of material, or copies of material,
in accordance with section 19C(2)(c) and (d) of the Criminal Procedure
(Scotland) Act 1995, and

(b) the reference in subsection (6)(d) to use of material, or copies of material, in
accordance with paragraphs 5 to 14 of Schedule 6 to the Terrorism Prevention
and Investigation Measures Act 2011 is to be read as a reference to use only for
a purpose mentioned in paragraph 13(1)(a) or (b) of that Schedule to that Act.

(9) The Commissioner also has functions under sections 63F(5)(c) and 63G (giving of
consent in relation to the retention of certain section 63D material).

(10) The Commissioner is to hold office in accordance with the terms of the
Commissioner’s appointment; and the Secretary of State may pay in respect of the
Commissioner any expenses, remuneration or allowances that the Secretary of State
may determine.

(11) The Secretary of State may, after consultation with the Commissioner, provide the
Commissioner with—

(a) such staff, and
(b) such accommodation, equipment and other facilities,

as the Secretary of State considers necessary for the carrying out of the
Commissioner’s functions.

21 Reports by Commissioner

(1) The Commissioner must make a report to the Secretary of State about the carrying out
of the Commissioner’s functions as soon as reasonably practicable after the end of—

(a) the period of 9 months beginning when this section comes into force, and
(b) every subsequent 12 month period.

(2) The Commissioner may also, at any time, make such report to the Secretary of State on
any matter relating to the Commissioner’s functions as the Commissioner considers
appropriate.

(3) The Secretary of State may at any time require the Commissioner to report on any
matter relating to the Commissioner’s functions.

(4) Onreceiving a report from the Commissioner under this section, the Secretary of State
must—
(a) publish the report, and
(b) lay a copy of the published report before Parliament.

(5) The Secretary of State may, after consultation with the Commissioner, exclude from
publication any part of a report under this section if, in the opinion of the Secretary of
State, the publication of that part would be contrary to the public interest or prejudicial
to national security.



18 Protection of Freedoms Act 2012 (c. 9)
Part 1 — Regulation of biometric data
CHAPTER 1 — Destruction, retention and use of fingerprints etc.
Document Generated: 2024-03-14
Status: This is the original version (as it was originally enacted).

Other provisions

22 Guidance on making national security determinations

(1) The Secretary of State must give guidance about making or renewing national security
determinations under a provision mentioned in section 20(2)(a).

(2) Any person authorised to make or renew any such national security determination
must have regard to any guidance given under this section.

(3) The Secretary of State may give different guidance for different purposes.

(4) In the course of preparing the guidance, or revising guidance already given, the
Secretary of State must consult the Commissioner for the Retention and Use of
Biometric Material and the Lord Advocate.

(5) Before giving guidance under this section, or revising guidance already given, the
Secretary of State must lay before Parliament—

(a) the proposed guidance or proposed revisions, and

(b) a draft of an order providing for the guidance, or revisions to the guidance,
to come into force.

(6) The Secretary of State must make the order, and issue the guidance or (as the case
may be) make the revisions to the guidance, if the draft of the order is approved by a
resolution of each House of Parliament.

(7) Guidance, or revisions to guidance, come into force in accordance with an order under
this section.

(8) Such an order—
(a) is to be a statutory instrument, and
(b) may contain transitional, transitory or saving provision.

(9) The Secretary of State must publish any guidance given or revised under this section.

23 Inclusion of DNA profiles on National DNA Database
After section 63A of the Police and Criminal Evidence Act 1984 insert—

“63AA Inclusion of DNA profiles on National DNA Database

(1) This section applies to a DNA profile which is derived from a DNA sample
and which is retained under any power conferred by any of sections 63E to 63L
(including those sections as applied by section 63P).

(2) A DNA profile to which this section applies must be recorded on the National
DNA Database.”

24 National DNA Database Strategy Board

After section 63AA of the Police and Criminal Evidence Act 1984 (for which see
section 23) insert—
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“63AB National DNA Database Strategy Board

(1) The Secretary of State must make arrangements for a National DNA Database
Strategy Board to oversee the operation of the National DNA Database.

(2) The National DNA Database Strategy Board must issue guidance about the
destruction of DNA profiles which are, or may be, retained under this Part of
this Act.

(3) A chief officer of a police force in England and Wales must act in accordance
with guidance issued under subsection (2).

(4) The National DNA Database Strategy Board may issue guidance about the
circumstances in which applications may be made to the Commissioner for the
Retention and Use of Biometric Material under section 63G.

(5) Before issuing any such guidance, the National DNA Database Strategy
Board must consult the Commissioner for the Retention and Use of Biometric
Material.

(6) The Secretary of State must publish the governance rules of the National DNA
Database Strategy Board and lay a copy of the rules before Parliament.

(7) The National DNA Database Strategy Board must make an annual report to the
Secretary of State about the exercise of its functions.

(8) The Secretary of State must publish the report and lay a copy of the published
report before Parliament.

(9) The Secretary of State may exclude from publication any part of the report if,
in the opinion of the Secretary of State, the publication of that part would be
contrary to the public interest or prejudicial to national security.”

25 Material taken before commencement

(1) The Secretary of State must by order make such transitional, transitory or saving
provision as the Secretary of State considers appropriate in connection with the coming
into force of any provision of this Chapter.

(2) The Secretary of State must, in particular, provide for the destruction or retention of
PACE material taken, or (in the case of a DNA profile) derived from a sample taken,
before the commencement day in connection with the investigation of an offence.

(3) Such provision must, in particular, ensure—

(a) in the case of material taken or derived 3 years or more before the
commencement day from a person who—

(i) was arrested for, or charged with, the offence, and

(i1) has not been convicted of the offence,
the destruction of the material on the coming into force of the order if the
offence was a qualifying offence,

(b) in the case of material taken or derived less than 3 years before the
commencement day from a person who—

(1) was arrested for, or charged with, the offence, and
(i1) has not been convicted of the offence,
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the destruction of the material within the period of 3 years beginning with the
day on which the material was taken or derived if the offence was a qualifying
offence, and

(c) in the case of material taken or derived before the commencement day from
a person who—

(1) was arrested for, or charged with, the offence, and
(i1) has not been convicted of the offence,

the destruction of the material on the coming into force of the order if the
offence was an offence other than a qualifying offence.

(4) An order under this section may, in particular, provide for exceptions to provision of
the kind mentioned in subsection (3).

(5) Subsection (6) applies if an order under section 113(1) of the Police and Criminal
Evidence Act 1984 (application of that Act to Armed Forces) makes provision
equivalent to sections 63D to 63U of that Act.

(6) The power to make an order under section 113(1) of the Act of 1984 includes the
power to make provision of the kind that may be made by an order under this section;
and the duties which apply to the Secretary of State under this section in relation to an

order under this section apply accordingly in relation to an order under section 113(1)
of that Act.

(7) An order under this section is to be made by statutory instrument.

(8) A statutory instrument containing an order under this section is subject to annulment
in pursuance of a resolution of either House of Parliament.

(9) In this section—

“the commencement day” means the day on which section 1 comes into
force,

“PACE material” means material that would have been material to which
section 63D or 63R of the Police and Criminal Evidence Act 1984 applied if
those provisions had been in force when it was taken or derived.

CHAPTER 2

PROTECTION OF BIOMETRIC INFORMATION OF CHILDREN IN SCHOOLS ETC.

26 Requirement to notify and obtain consent before processing biometric
information

(1) This section applies in relation to any processing of a child’s biometric information
by or on behalf of the relevant authority of—

(a) aschool,
(b) al6to 19 Academy, or
(c) a further education institution.

(2) Before the first processing of a child’s biometric information on or after the coming
into force of subsection (3), the relevant authority must notify each parent of the
child—

(a) of'its intention to process the child’s biometric information, and
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(b) that the parent may object at any time to the processing of the information.

(3) The relevant authority must ensure that a child’s biometric information is not
processed unless—

(a) at least one parent of the child consents to the information being processed,
and

(b) no parent of the child has withdrawn his or her consent, or otherwise objected,
to the information being processed.

(4) Section 27 makes further provision about the requirement to notify parents and the
obtaining and withdrawal of consent (including when notification and consent are not
required).

(5) But if, at any time, the child—
(a) refuses to participate in, or continue to participate in, anything that involves
the processing of the child’s biometric information, or
(b) otherwise objects to the processing of that information,

the relevant authority must ensure that the information is not processed, irrespective
of any consent given by a parent of the child under subsection (3).

(6) Subsection (7) applies in relation to any child whose biometric information, by virtue
of this section, may not be processed.

(7) The relevant authority must ensure that reasonable alternative means are available by
which the child may do, or be subject to, anything which the child would have been
able to do, or be subject to, had the child’s biometric information been processed.

Exceptions and further provision about consent and notification

(1) For the purposes of section 26(2) and (3), the relevant authority is not required to notify
a parent, or obtain the consent of a parent, if the relevant authority is satisfied that—

(a) the parent cannot be found,

(b) the parent lacks capacity (within the meaning of the Mental Capacity Act
2005) to object or (as the case may be) consent to the processing of the child’s
biometric information,

(c) the welfare of the child requires that the parent is not contacted, or

(d) it is otherwise not reasonably practicable to notify the parent or (as the case
may be) obtain the consent of the parent.

(2) A notification under section 26(2) must be given in writing, and any objection to the
processing of a child’s biometric information must be made in writing.

(3) Consent under section 26(3) may be withdrawn at any time.
(4) Consent under section 26(3) must be given, and (if withdrawn) withdrawn, in writing.

(5) Section 26 and this section are in addition to the requirements of the Data Protection
Act 1998.

Interpretation: Chapter 2

(1) In this Chapter—

“biometric information” is to be read in accordance with subsections (2)
to (4),
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“child” means a person under the age of 18,
“further education institution” means an institution within the further

education sector (within the meaning given by section 91(3)(a) to (c) of the
Further and Higher Education Act 1992),

“parent” is to be read in accordance with subsections (5) to (8),

“parental responsibility” is to be read in accordance with the Children Act
1989,

“processing” has the meaning given by section 1(1) of the Data Protection
Act 1998,

“proprietor”, in relation to a school or 16 to 19 Academy, has the meaning
given by section 579(1) of the Education Act 1996, subject to the modification
in subsection (9),

“relevant authority” means—

(a) inrelation to a school, the proprietor of the school,

(b) in relation to a 16 to 19 Academy, the proprietor of the Academy,

(c) in relation to a further education institution, the governing body of the
institution (within the meaning given by paragraphs (a), (c) and (d) of
the definition of “governing body” in section 90(1) of the Further and
Higher Education Act 1992),

“school” has the meaning given by section 4 of the Education Act 1996,
subject to the modification in subsection (10),

“16 to 19 Academy” has the meaning given by section 1B of the Academies
Act 2010.

(2) “Biometric information” means information about a person’s physical or behavioural
characteristics or features which—

(a) is capable of being used in order to establish or verify the identity of the
person, and

(b) is obtained or recorded with the intention that it be used for the purposes of
a biometric recognition system.

(3) Biometric information may, in particular, include—
(a) information about the skin pattern and other physical characteristics or
features of a person’s fingers or palms,
(b) information about the features of an iris or any other part of the eye, and
(c) information about a person’s voice or handwriting.

(4) In subsection (2) “biometric recognition system” means a system which, by means of
equipment operating automatically—
(a) obtains or records information about a person’s physical or behavioural
characteristics or features, and
(b) compares the information with stored information that has previously been
so obtained or recorded, or otherwise processes the information, for the
purpose of establishing or verifying the identity of the person, or otherwise
determining whether the person is recognised by the system.

(5) “Parent” means a parent of the child and any individual who is not a parent of the child
but who has parental responsibility for the child.

(6) In a case where the relevant authority is satisfied that, by virtue of section 27(1), there
is no person falling within subsection (5) who must be notified or whose consent is
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required, “parent” is to be read as including each individual who has care of the child,
but this is subject to subsections (7) and (8).

(7) In a case to which subsection (6) applies where the child is looked after by a local
authority (within the meaning given by section 22(1) of the Children Act 1989),
“parent” is to be read as meaning the local authority looking after the child.

(8) In a case to which subsection (6) applies where the child is not looked after by a local
authority (within the meaning given by section 22(1) of the Children Act 1989) but a
voluntary organisation has provided accommodation for the child in accordance with
section 59(1) of that Act by—

(a) placing the child with a foster parent, or
(b) maintaining the child in a children’s home,

“parent” is to be read as meaning the voluntary organisation that so placed or maintains
the child.

(9) A reference to the proprietor of a school is to be read, in relation to a pupil referral
unit for which there is a management committee established by virtue of paragraph
15 of Schedule 1 to the Education Act 1996, as a reference to that committee; and for
this purpose “pupil referral unit” has the meaning given by section 19(2) of that Act.

(10) A reference to a school is to be read as if it included a reference to any independent
educational institution (within the meaning given by section 92 of the Education and
Skills Act 2008).

PART 2

REGULATION OF SURVEILLANCE

CHAPTER 1

REGULATION OF CCTV AND OTHER SURVEILLANCE CAMERA TECHNOLOGY
Code of practice

29 Code of practice for surveillance camera systems

(1) The Secretary of State must prepare a code of practice containing guidance about
surveillance camera systems.

uch a code must contain guidance about one or more of the following—
2) Such d t contain guid bout f the foll g
(a) the development or use of surveillance camera systems,

(b) the use or processing of images or other information obtained by virtue of
such systems.

(3) Such a code may, in particular, include provision about—
(a) considerations as to whether to use surveillance camera systems,
(b) types of systems or apparatus,
(c) technical standards for systems or apparatus,
(d) locations for systems or apparatus,
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(e) the publication of information about systems or apparatus,
(f) standards applicable to persons using or maintaining systems or apparatus,

(g) standards applicable to persons using or processing information obtained by
virtue of systems,

(h) access to, or disclosure of, information so obtained,
(i) procedures for complaints or consultation.

(4) Such a code—
(a) need not contain provision about every type of surveillance camera system,
(b) may make different provision for different purposes.

(5) In the course of preparing such a code, the Secretary of State must consult—

(a) such persons appearing to the Secretary of State to be representative of the
views of persons who are, or are likely to be, subject to the duty under
section 33(1) (duty to have regard to the code) as the Secretary of State
considers appropriate,

(b) the Association of Chief Police Officers,

(¢) the Information Commissioner,

(d) the Chief Surveillance Commissioner,

(e) the Surveillance Camera Commissioner,

(f) the Welsh Ministers, and

(g) such other persons as the Secretary of State considers appropriate.

(6) In this Chapter “surveillance camera systems” means—
(a) closed circuit television or automatic number plate recognition systems,
(b) any other systems for recording or viewing visual images for surveillance
purposes,
(c) any systems for storing, receiving, transmitting, processing or checking

images or information obtained by systems falling within paragraph (a) or (b),
or

(d) any other systems associated with, or otherwise connected with, systems
falling within paragraph (a), (b) or (c).
(7) In this section—

“the Chief Surveillance Commissioner” means the Chief Commissioner
appointed under section 91(1) of the Police Act 1997,

“processing” has the meaning given by section 1(1) of the Data Protection
Act 1998.

Procedural requirements

30 Issuing of code

(1) The Secretary of State must lay before Parliament—
(a) acode of practice prepared under section 29, and
(b) adraft of an order providing for the code to come into force.

(2) The Secretary of State must make the order and issue the code if the draft of the order
is approved by a resolution of each House of Parliament.
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31

(3) The Secretary of State must not make the order or issue the code unless the draft of
the order is so approved.

(4) The Secretary of State must prepare another code of practice under section 29 if—
(a) the draft of the order is not so approved, and

(b) the Secretary of State considers that there is no realistic prospect that it will
be so approved.

(5) A code comes into force in accordance with an order under this section.

(6) Such an order—
(a) is to be a statutory instrument, and
(b) may contain transitional, transitory or saving provision.

(7) If a draft of an instrument containing an order under this section would, apart from this
subsection, be treated as a hybrid instrument for the purposes of the standing orders
of either House of Parliament, it is to proceed in that House as if it were not a hybrid
instrument.

Alteration or replacement of code

(1) The Secretary of State—
(a) must keep the surveillance camera code under review, and
(b) may prepare an alteration to the code or a replacement code.

(2) Before preparing an alteration or a replacement code, the Secretary of State must
consult the persons mentioned in section 29(5).

(3) The Secretary of State must lay before Parliament an alteration or a replacement code
prepared under this section.

(4) If, within the 40-day period, either House of Parliament resolves not to approve the
alteration or the replacement code, the Secretary of State must not issue the alteration
or code.

(5) If no such resolution is made within that period, the Secretary of State must issue the
alteration or replacement code.

(6) The alteration or replacement code—
(a) comes into force when issued, and
(b) may include transitional, transitory or saving provision.

(7) Subsection (4) does not prevent the Secretary of State from laying a new alteration or
replacement code before Parliament.

(8) In this section “the 40-day period” means the period of 40 days beginning with the
day on which the alteration or replacement code is laid before Parliament (or, if it is
not laid before each House of Parliament on the same day, the later of the two days
on which it is laid).

(9) In calculating the 40-day period, no account is to be taken of any period during which
Parliament is dissolved or prorogued or during which both Houses are adjourned for
more than four days.
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(10) In this Chapter “the surveillance camera code” means the code of practice issued under
section 30(2) (as altered or replaced from time to time).

32 Publication of code
(1) The Secretary of State must publish the code issued under section 30(2).
(2) The Secretary of State must publish any replacement code issued under section 31(5).

(3) The Secretary of State must publish—
(a) any alteration issued under section 31(5), or
(b) the code or replacement code as altered by it.

Enforcement and Commissioner

33 Effect of code

(1) A relevant authority must have regard to the surveillance camera code when exercising
any functions to which the code relates.

(2) A failure on the part of any person to act in accordance with any provision of the
surveillance camera code does not of itself make that person liable to criminal or civil
proceedings.

(3) The surveillance camera code is admissible in evidence in any such proceedings.

(4) A court or tribunal may, in particular, take into account a failure by a relevant authority
to have regard to the surveillance camera code in determining a question in any such
proceedings.

(5) In this section “relevant authority” means—
(a) alocal authority within the meaning of the Local Government Act 1972,
(b) the Greater London Authority,
(c) the Common Council of the City of London in its capacity as a local authority,

(d) the Sub-Treasurer of the Inner Temple or the Under-Treasurer of the Middle
Temple, in their capacity as a local authority,

(e) the Council of the Isles of Scilly,

(f) a parish meeting constituted under section 13 of the Local Government Act
1972,

(g) apolice and crime commissioner,
(h) the Mayor’s Office for Policing and Crime,

(i) the Common Council of the City of London in its capacity as a police
authority,

(j) any chief officer of a police force in England and Wales,

(k) any person specified or described by the Secretary of State in an order made
by statutory instrument.

(6) An order under subsection (5) may, in particular—

(a) restrict the specification or description of a person to that of the person when
acting in a specified capacity or exercising specified or described functions,

(b) contain transitional, transitory or saving provision.
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(7) So far as an order under subsection (5) contains a restriction of the kind mentioned in
subsection (6)(a) in relation to a person, the duty in subsection (1) applies only to the
person in that capacity or (as the case may be) only in relation to those functions.

(8) Before making an order under subsection (5) in relation to any person or description
of persons, the Secretary of State must consult—

(a) such persons appearing to the Secretary of State to be representative of the
views of the person or persons in relation to whom the order may be made as
the Secretary of State considers appropriate,

(b) the Association of Chief Police Officers,

(¢) the Information Commissioner,

(d) the Chief Surveillance Commissioner,

(e) the Surveillance Camera Commissioner,

(f) the Welsh Ministers, and

(g) such other persons as the Secretary of State considers appropriate.

(9) No instrument containing an order under subsection (5) is to be made unless a draft of
it has been laid before, and approved by a resolution of, each House of Parliament.

(10) If a draft of an instrument containing an order under subsection (5) would, apart from
this subsection, be treated as a hybrid instrument for the purposes of the standing
orders of either House of Parliament, it is to proceed in that House as if it were not
a hybrid instrument.

34 Commissioner in relation to code

(1) The Secretary of State must appoint a person as the Surveillance Camera
Commissioner (in this Chapter “the Commissioner”).

(2) The Commissioner is to have the following functions—
(a) encouraging compliance with the surveillance camera code,
(b) reviewing the operation of the code, and
(c) providing advice about the code (including changes to it or breaches of it).

(3) The Commissioner is to hold office in accordance with the terms of the
Commissioner’s appointment; and the Secretary of State may pay in respect of the
Commissioner any expenses, remuneration or allowances that the Secretary of State
may determine.

(4) The Secretary of State may, after consultation with the Commissioner, provide the
Commissioner with—

(a) such staff, and
(b) such accommodation, equipment and other facilities,

as the Secretary of State considers necessary for the carrying out of the
Commissioner’s functions.

35 Reports by Commissioner

(1) As soon as reasonably practicable after the end of each reporting period—
(a) the Commissioner must—
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(i) prepare a report about the exercise by the Commissioner during that
period of the functions of the Commissioner, and

(i) give a copy of the report to the Secretary of State,
(b) the Secretary of State must lay a copy of the report before Parliament, and
(c) the Commissioner must publish the report.

(2) The reporting periods are—
(a) the period—
(i) beginning with the surveillance camera code first coming into force

or the making of the first appointment as Commissioner (whichever
is the later), and

(i1) ending with the next 31 March or, if the period ending with that date
is 6 months or less, ending with the next 31 March after that date, and

(b) each succeeding period of 12 months.
Interpretation

36 Interpretation: Chapter 1

In this Chapter—
“the Commissioner” has the meaning given by section 34(1),
“surveillance camera code” has the meaning given by section 31(10),
“surveillance camera systems” has the meaning given by section 29(6).

CHAPTER 2

SAFEGUARDS FOR CERTAIN SURVEILLANCE UNDER RIPA

37 Judicial approval for obtaining or disclosing communications data

After section 23 of the Regulation of Investigatory Powers Act 2000 (form and
duration of authorisations and notices for obtaining and disclosing communications
data) insert—

“23A Authorisations requiring judicial approval

(1) This section applies where a relevant person has—

(a) granted or renewed an authorisation under section 22(3), (3B) or (3F),
or

(b) given or renewed a notice under section 22(4).

(2) The authorisation or notice is not to take effect until such time (if any) as the
relevant judicial authority has made an order approving the grant or renewal of
the authorisation or (as the case may be) the giving or renewal of the notice.

(3) The relevant judicial authority may give approval under this section to the
granting or renewal of an authorisation under section 22(3), (3B) or (3F) if, and
only if, the relevant judicial authority is satisfied that—

(a) at the time of the grant or renewal—
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(i) there were reasonable grounds for believing that the
requirements of section 22(1) and (5) were satisfied in relation
to the authorisation, and

(ii) the relevant conditions were satisfied in relation to the
authorisation, and
(b) at the time when the relevant judicial authority is considering
the matter, there remain reasonable grounds for believing that the
requirements of section 22(1) and (5) are satisfied in relation to the
authorisation.

(4) The relevant judicial authority may give approval under this section to the
giving or renewal of a notice under section 22(4) if, and only if, the relevant
judicial authority is satisfied that—

(a) at the time of the giving or renewal of the notice—

(1) there were reasonable grounds for believing that the
requirements of section 22(1) and (5) were satisfied in relation
to the notice, and

(i1) the relevant conditions were satisfied in relation to the notice,
and

(b) at the time when the relevant judicial authority is considering
the matter, there remain reasonable grounds for believing that the
requirements of section 22(1) and (5) are satisfied in relation to the
notice.

(5) For the purposes of subsections (3) and (4) the relevant conditions are—

(a) in relation to any grant, giving or renewal by an individual holding
an office, rank or position in a local authority in England, Wales or
Scotland, that—

(i) the individual was a designated person for the purposes of this
Chapter,
(i1) the grant, giving or renewal was not in breach of any
restrictions imposed by virtue of section 25(3), and
(iii) any other conditions that may be provided for by an order made
by the Secretary of State were satisfied,

(b) in relation to a grant, giving or renewal, for any purpose relating to a
Northern Ireland excepted or reserved matter, by an individual holding
an office, rank or position in a district council in Northern Ireland,
that—

(i) the individual was a designated person for the purposes of this
Chapter,
(ii) the grant, giving or renewal was not in breach of any
restrictions imposed by virtue of section 25(3), and
(iii) any other conditions that may be provided for by an order made
by the Secretary of State were satisfied, and

(¢c) in relation to any other grant, giving or renewal by a relevant person,
that any conditions that may be provided for by an order made by the
Secretary of State were satisfied.

(6) In this section—
“local authority in England” means—
(a) adistrict or county council in England,
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(b) a London borough council,

(c) the Common Council of the City of London in its capacity as a
local authority, or

(d) the Council of the Isles of Scilly,

“local authority in Scotland” means a council constituted under
section 2 of the Local Government etc. (Scotland) Act 1994,

“local authority in Wales” means any county council or county
borough council in Wales,

“Northern Ireland excepted or reserved matter” means an excepted
or reserved matter (within the meaning of section 4(1) of the Northern
Ireland Act 1998),

“Northern Ireland transferred matter” means a transferred matter
(within the meaning of section 4(1) of the Act of 1998),

“relevant judicial authority” means—

(a) in relation to England and Wales, a justice of the peace,

(b) in relation to Scotland, a sheriff, and

(c) in relation to Northern Ireland, a district judge (magistrates’
courts) in Northern Ireland,

“relevant person” means—

(a) an individual holding—

(1) an office, rank or position in a local authority in England
or Wales, or

(i1) an office, rank or position in a local authority in Scotland
(other than an office, rank or position in a fire and rescue
authority),

(b) also, in relation to a grant, giving or renewal for any purpose
relating to a Northern Ireland excepted or reserved matter, an
individual holding an office, rank or position in a district council
in Northern Ireland, and

(c) also, in relation to any grant, giving or renewal of a description
that may be prescribed for the purposes of this subsection by an
order made by the Secretary of State or every grant, giving or
renewal if so prescribed, a person of a description so prescribed.

(7) No order of the Secretary of State—

(a) may be made under subsection (6) unless a draft of the order has been
laid before Parliament and approved by a resolution of each House;

(b) may be made under this section so far as it makes provision which, if
it were contained in an Act of the Northern Ireland Assembly, would
be within the legislative competence of the Northern Ireland Assembly
and would deal with a Northern Ireland transferred matter.

23B Procedure for judicial approval

(1) The public authority with which the relevant person holds an office, rank
or position may apply to the relevant judicial authority for an order under
section 23A approving the grant or renewal of an authorisation or (as the case
may be) the giving or renewal of a notice.

(2) The applicant is not required to give notice of the application to—
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(a) any person to whom the authorisation or notice which is the subject of
the application relates, or

(b) such a person’s legal representatives.

(3) Where, on an application under this section, the relevant judicial authority
refuses to approve the grant or renewal of the authorisation concerned or (as
the case may be) the giving or renewal of the notice concerned, the relevant
judicial authority may make an order quashing the authorisation or notice.

(4) In this section “relevant judicial authority” and “relevant person” have the same
meaning as in section 23A.”

38 Judicial approval for directed surveillance and covert human intelligence
sources

(1) After section 32 of the Regulation of Investigatory Powers Act 2000 (authorisation of
surveillance and human intelligence sources: intrusive surveillance) insert—

“Authorisations requiring judicial approval

32A Authorisations requiring judicial approval

(1) This section applies where a relevant person has granted an authorisation
under section 28 or 29.

(2) The authorisation is not to take effect until such time (if any) as the relevant
judicial authority has made an order approving the grant of the authorisation.

(3) The relevant judicial authority may give approval under this section to the
granting of an authorisation under section 28 if, and only if, the relevant
judicial authority is satisfied that—

(a) at the time of the grant—

(i) there were reasonable grounds for believing that the
requirements of section 28(2) were satisfied in relation to the
authorisation, and

(ii) the relevant conditions were satisfied in relation to the
authorisation, and
(b) at the time when the relevant judicial authority is considering
the matter, there remain reasonable grounds for believing that
the requirements of section 28(2) are satisfied in relation to the
authorisation.

(4) For the purposes of subsection (3) the relevant conditions are—
(a) in relation to a grant by an individual holding an office, rank or
position in a local authority in England or Wales, that—
(i) the individual was a designated person for the purposes of
section 28,
(ii) the grant of the authorisation was not in breach of any
restrictions imposed by virtue of section 30(3), and
(iii) any other conditions that may be provided for by an order
made by the Secretary of State were satisfied,
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(b) in relation to a grant, for any purpose relating to a Northern Ireland
excepted or reserved matter, by an individual holding an office, rank
or position in a district council in Northern Ireland, that—

(i) the individual was a designated person for the purposes of
section 28,

(i1) the grant of the authorisation was not in breach of any
restrictions imposed by virtue of section 30(3), and

(iii) any other conditions that may be provided for by an order
made by the Secretary of State were satisfied, and
(c) inrelation to any other grant by a relevant person, that any conditions
that may be provided for by an order made by the Secretary of State
were satisfied.

(5) The relevant judicial authority may give approval under this section to the
granting of an authorisation under section 29 if, and only if, the relevant
judicial authority is satisfied that—

(a) at the time of the grant—

(i) there were reasonable grounds for believing that the
requirements of section 29(2), and any requirements imposed
by virtue of section 29(7)(b), were satisfied in relation to the
authorisation, and

(i1) the relevant conditions were satisfied in relation to the
authorisation, and

(b) at the time when the relevant judicial authority is considering
the matter, there remain reasonable grounds for believing that the
requirements of section 29(2), and any requirements imposed by
virtue of section 29(7)(b), are satisfied in relation to the authorisation.

(6) For the purposes of subsection (5) the relevant conditions are—

(a) in relation to a grant by an individual holding an office, rank or
position in a local authority in England or Wales, that—

(i) the individual was a designated person for the purposes of
section 29,

(ii) the grant of the authorisation was not in breach of any
prohibition imposed by virtue of section 29(7)(a) or any
restriction imposed by virtue of section 30(3), and

(iii) any other conditions that may be provided for by an order
made by the Secretary of State were satisfied,

(b) in relation to a grant, for any purpose relating to a Northern Ireland
excepted or reserved matter, by an individual holding an office, rank
or position in a district council in Northern Ireland, that—

(i) the individual was a designated person for the purposes of
section 29,

(i1) the grant of the authorisation was not in breach of any
prohibition imposed by virtue of section 29(7)(a) or any
restriction imposed by virtue of section 30(3), and

(iii) any other conditions that may be provided for by an order
made by the Secretary of State were satisfied, and
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(c) inrelation to any other grant by a relevant person, that any conditions
that may be provided for by an order made by the Secretary of State
were satisfied.

(7) In this section—
“local authority in England” means—
(a) adistrict or county council in England,
(b) a London borough council,

(¢) the Common Council of the City of London in its capacity as a
local authority, or

(d) the Council of the Isles of Scilly,
“local authority in Wales” means any county council or county
borough council in Wales,
“Northern Ireland excepted or reserved matter” means an excepted

or reserved matter (within the meaning of section 4(1) of the Northern
Ireland Act 1998),

“Northern Ireland transferred matter” means a transferred matter
(within the meaning of section 4(1) of the Act of 1998),

“relevant judicial authority” means—
(a) in relation to England and Wales, a justice of the peace,
(b) in relation to Scotland, a sheriff, and

(c) in relation to Northern Ireland, a district judge (magistrates’
courts) in Northern Ireland,

“relevant person” means—

(a) an individual holding an office, rank or position in a local
authority in England or Wales,

(b) also, in relation to a grant for any purpose relating to a Northern
Ireland excepted or reserved matter, an individual holding an
office, rank or position in a district council in Northern Ireland,
and

(c) also, in relation to any grant of a description that may be
prescribed for the purposes of this subsection by an order made
by the Secretary of State or every grant if so prescribed, a person
of a description so prescribed.

(8) No order of the Secretary of State—
(a) may be made under subsection (7) unless a draft of the order has been
laid before Parliament and approved by a resolution of each House;
(b) may be made under this section so far as it makes provision which
would be within the legislative competence of the Scottish Parliament
if it were contained in an Act of the Scottish Parliament;

(c) may be made under this section so far as it makes provision which, if it
were contained in an Act of the Northern Ireland Assembly, would be
within the legislative competence of the Northern Ireland Assembly
and would deal with a Northern Ireland transferred matter.
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32B Procedure for judicial approval

(1) The public authority with which the relevant person holds an office, rank
or position may apply to the relevant judicial authority for an order under
section 32A approving the grant of an authorisation.

2) The applicant is not required to give notice of the application to—
pp q g pp
(a) any person to whom the authorisation relates, or
(b) such a person’s legal representatives.

(3) Where, on an application under this section, the relevant judicial authority
refuses to approve the grant of the authorisation concerned, the relevant
judicial authority may make an order quashing the authorisation.

(4) In this section “relevant judicial authority” and “relevant person” have the
same meaning as in section 32A.”

(2) In section 43 of that Act (general rules about grant, renewal and duration of
authorisations)—

(a) after subsection (6) insert—

“(6A) The relevant judicial authority (within the meaning given by
subsection (7) of section 32A) shall not make an order under that
section approving the renewal of an authorisation for the conduct
or the use of a covert human intelligence source unless the relevant
judicial authority—

(a) is satisfied that a review has been carried out of the matters
mentioned in subsection (7) below, and

(b) has, for the purpose of deciding whether to make the order,
considered the results of that review.”, and

(b) in subsection (7) for “subsection (6)” substitute “subsections (6) and (6A)”.
PART 3

PROTECTION OF PROPERTY FROM DISPROPORTIONATE ENFORCEMENT ACTION

CHAPTER 1

POWERS OF ENTRY
Repealing, adding safeguards or rewriting powers of entry

39 Repealing etc. unnecessary or inappropriate powers of entry

(1) The appropriate national authority may by order repeal any power of entry or
associated power which the appropriate national authority considers to be unnecessary
or inappropriate.

(2) Schedule 2 (which contains repeals etc. of certain powers of entry) has effect.
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40 Adding safeguards to powers of entry

(1) The appropriate national authority may by order provide for safeguards in relation to
any power of entry or associated power.

2) Such safeguards may, in particular, include—
2 Y, In p
(a) restrictions as to the premises over which the power may be exercised,
(b) restrictions as to the times at which the power may be exercised,

(c) restrictions as to the number or description of persons who may exercise the
power,

(d) a requirement for a judicial or other authorisation before the power may be
exercised,

(e) arequirement to give notice within a particular period before the power may
be exercised,

(f) other conditions which must be met before the power may be exercised,

(g) modifications of existing conditions which must be met before the power may
be exercised,

(h) other restrictions on the circumstances in which the power may be exercised,

(i) new obligations on the person exercising the power which must be met before,
during or after its exercise,

(j) modifications of existing obligations which must be met by the person
exercising the power before, during or after its exercise,

(k) restrictions on any power to use force, or any other power, which may be
exercised in connection with the power of entry or associated power.

41 Rewriting powers of entry

(1) The appropriate national authority may by order rewrite, with or without
modifications—

(a) powers of entry, associated powers or any aspects of any such powers, or
(b) enactments relating to, or connected with, any such powers or aspects.

(2) The power under subsection (1) to rewrite a power of entry or associated power
includes, in particular, the power to remove an aspect of such a power without
replacing it.

(3) But no order under this section may alter the effect of—
(a) apower of entry,
(b) any associated power connected with it, or

(c) any safeguard relating to, but not forming part of, the power of entry or
associated power,

unless, on and after the changes made by the order, the safeguards in relation to
the power of entry and associated powers connected with it, taken together, provide
a greater level of protection than any safeguards applicable immediately before the
changes.

42 Duty to review certain existing powers of entry

(1) Each Minister of the Crown who is a member of the Cabinet must, within the relevant
period—
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(a) review relevant powers of entry, and relevant associated powers, for which
the Minister is responsible with a view to deciding whether to make an order
under section 39(1), 40 or 41 in relation to any of them,

(b) prepare a report of that review, and
(c) lay a copy of the report before Parliament.

(2) A failure by a Minister of the Crown to comply with a duty under subsection (1) in
relation to a power of entry or associated power does not affect the validity of the
power.

(3) In this section—

“relevant associated power” means any associated power in a public
general Act or a statutory instrument made under such an Act,

“the relevant period” means the period of two years beginning with the day
on which this Act is passed,

“relevant power of entry” means any power of entry in a public general Act
or a statutory instrument made under such an Act.

43 Consultation requirements before modifying powers of entry

Before making an order under section 39(1), 40 or 41 in relation to a power of entry
or associated power, the appropriate national authority must consult—

(a) such persons appearing to the appropriate national authority to be
representative of the views of persons entitled to exercise the power of entry or
associated power as the appropriate national authority considers appropriate,
and

(b) such other persons as the appropriate national authority considers appropriate.

44 Procedural and supplementary provisions

(1) An order under section 39(1), 40 or 41—
(a) is to be made by statutory instrument,
(b) may modify any enactment,
(c) may include such incidental, consequential, supplementary, transitory,

transitional or saving provision as the appropriate national authority considers
appropriate (including provision modifying any enactment).

(2) Subject to subsection (4), no instrument containing an order of a Minister of the Crown
under section 39(1), 40 or 41 is to be made unless a draft of it has been laid before,
and approved by a resolution of, each House of Parliament.

(3) If a draft of an instrument containing an order of a Minister of the Crown under
section 39(1), 40 or 41 would, apart from this subsection, be treated as a hybrid
instrument for the purposes of the standing orders of either House of Parliament, it is
to proceed in that House as if it were not a hybrid instrument.

(4) An instrument containing an order of a Minister of the Crown under section 39(1), 40
or 41 which neither amends nor repeals any provision of primary legislation is subject
to annulment in pursuance of a resolution of either House of Parliament.

(5) In subsection (4) “primary legislation” means—
(a) apublic general Act,



Protection of Freedoms Act 2012 (c. 9) 37
Part 3 — Protection of property from disproportionate enforcement action

CHAPTER 1 — Powers of entry

Document Generated: 2024-03-14

Status: This is the original version (as it was originally enacted).

45

46

(b) an Act of the Scottish Parliament,
(c) aMeasure or Act of the National Assembly for Wales, and
(d) Northern Ireland legislation.

(6) Subject to subsection (7), no instrument containing an order of the Welsh Ministers
under section 39(1), 40 or 41 is to be made unless a draft of it has been laid before,
and approved by a resolution of, the National Assembly for Wales.

(7) An instrument containing an order of the Welsh Ministers under section 39(1), 40 or
41 which neither amends nor repeals any provision of primary legislation is subject to
annulment in pursuance of a resolution of the National Assembly for Wales.

(8) In subsection (7) “primary legislation” means—
(a) apublic general Act, and
(b) aMeasure or Act of the National Assembly for Wales.

Devolution: Scotland and Northern Ireland

(1) An order under section 39(1), 40 or 41 may not make provision which would be within
the legislative competence of the Scottish Parliament if it were contained in an Act
of the Scottish Parliament.

(2) An order under section 39(1), 40 or 41 may not make provision which, if it were
contained in an Act of the Northern Ireland Assembly, would be within the legislative
competence of the Northern Ireland Assembly and would deal with a transferred
matter without being ancillary to other provision (whether in that Act or previously
enacted) which deals with an excepted or reserved matter.

9% ¢

(3) In subsection (2) “excepted matter”, “reserved matter” and “transferred matter” have
the meaning given by section 4(1) of the Northern Ireland Act 1998.

Sections 39 to 46: interpretation

In sections 39 to 45 and this section—
“appropriate national authority” means—

(a) in relation to the making of any provision which would be within the
legislative competence of the National Assembly for Wales, the Welsh
Ministers,

(b) in any other case, a Minister of the Crown,
“associated power” means any power which—
(a) is contained in an enactment,
(b) is connected with a power of entry, and
(c) is a power—
(i) to do anything on, or in relation to, the land or other premises
entered in pursuance of the power of entry,

(i1) to do anything in relation to any person, or anything, found on
the land or other premises entered in pursuance of the power of
entry, or

(iii) otherwise to do anything in connection with the power of entry,
and includes any safeguard which forms part of the associated power;
“enactment” includes—
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(a) anenactment comprised in subordinate legislation (within the meaning of
the Interpretation Act 1978),

(b) an enactment comprised in, or in an instrument made under—
(1) an Act of the Scottish Parliament,
(i) Northern Ireland legislation, or
(iii)) a Measure or Act of the National Assembly for Wales,

“Minister of the Crown” has the same meaning as in the Ministers of the
Crown Act 1975,

“modify” includes amend or repeal (and “modifications” is to be read
accordingly),

“off-shore installation” has the same meaning as in the Mineral Workings
(Offshore Installations) Act 1971 (see section 12 of that Act),

“power of entry” means a power (however expressed) in any enactment to
enter land or other premises; and includes any safeguard which forms part of
the power,

“premises” includes any place and, in particular, includes—
(a) any vehicle, vessel, aircraft or hovercraft,
(b) any off-shore installation,
(c) any renewable energy installation,
(d) any tent or movable structure,

“renewable energy installation” has the same meaning as in Chapter 2 of Part
2 of the Energy Act 2004 (see section 104 of that Act),

“repeal” includes revoke.
Codes of practice in relation to powers of entry

47 Code of practice in relation to non-devolved powers of entry

(1) The Secretary of State must prepare a code of practice containing guidance about the
exercise of powers of entry and associated powers.

(2) Such a code may, in particular, include provision about—
(a) considerations before exercising, or when exercising, the powers,

(b) considerations after exercising the powers (such as the retention of records,
or the publication of information, about the exercise of the powers).

(3) Such a code—

(a) must not contain provision about devolved powers of entry and devolved
associated powers,

(b) need not contain provision about every other type of power of entry or
associated power,

(¢) may make different provision for different purposes.

(4) In the course of preparing such a code in relation to any powers, the Secretary of State
must consult—

(a) the Lord Advocate,
(b) such persons appearing to the Secretary of State to be representative of the

views of persons entitled to exercise the powers concerned as the Secretary
of State considers appropriate, and
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(c) such other persons as the Secretary of State considers appropriate.

(5) In this section “devolved powers of entry and devolved associated powers” means
powers of entry and associated powers—

(a) in relation to which the Welsh Ministers may issue a code under Schedule 3,

(b) which, if it were contained in an Act of the Scottish Parliament, would be
within the legislative competence of that Parliament, or

(c) which, if it were contained in an Act of the Northern Ireland Assembly, would
be within the legislative competence of that Assembly and would deal with a
transferred matter (within the meaning given by section 4(1) of the Northern
Ireland Act 1998) without being ancillary to other provision (whether in the
Act of the Northern Ireland Assembly or previously enacted) which deals with
an excepted or reserved matter (within the meaning given by section 4(1) of
the Northern Ireland Act 1998).

48 Issuing of code

(1) The Secretary of State must lay before Parliament—
(a) acode of practice prepared under section 47, and
(b) adraft of an order providing for the code to come into force.

(2) The Secretary of State must make the order and issue the code if the draft of the order
is approved by a resolution of each House of Parliament.

(3) The Secretary of State must not make the order or issue the code unless the draft of
the order is so approved.

(4) The Secretary of State must prepare another code of practice under section 47 if—
(a) the draft of the order is not so approved, and

(b) the Secretary of State considers that there is no realistic prospect that it will
be so approved.

(5) A code comes into force in accordance with an order under this section.

(6) Such an order—
(a) is to be a statutory instrument, and
(b) may contain transitional, transitory or saving provision.

(7) If a draft of an instrument containing an order under this section would, apart from this
subsection, be treated as a hybrid instrument for the purposes of the standing orders
of either House of Parliament, it is to proceed in that House as if it were not a hybrid
instrument.

49 Alteration or replacement of code

(1) The Secretary of State—
(a) must keep the powers of entry code under review, and
(b) may prepare an alteration to the code or a replacement code.

(2) Before preparing an alteration or a replacement code in relation to any powers, the
Secretary of State must consult—

(a) the Lord Advocate,
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(b) such persons appearing to the Secretary of State to be representative of the
views of persons entitled to exercise the powers concerned as the Secretary
of State considers appropriate, and

(c) such other persons as the Secretary of State considers appropriate.

(3) The Secretary of State must lay before Parliament an alteration or a replacement code
prepared under this section.

(4) If, within the 40-day period, either House of Parliament resolves not to approve the
alteration or the replacement code, the Secretary of State must not issue the alteration
or code.

(5) If no such resolution is made within that period, the Secretary of State must issue the
alteration or replacement code.

(6) The alteration or replacement code—
(a) comes into force when issued, and
(b) may include transitional, transitory or saving provision.

(7) Subsection (4) does not prevent the Secretary of State from laying a new alteration or
replacement code before Parliament.

(8) In this section “the 40-day period” means the period of 40 days beginning with the
day on which the alteration or replacement code is laid before Parliament (or, if it is
not laid before each House of Parliament on the same day, the later of the two days
on which it is laid).

(9) In calculating the 40-day period, no account is to be taken of any period during which
Parliament is dissolved or prorogued or during which both Houses are adjourned for
more than four days.

(10) In this section “the powers of entry code” means the code of practice issued under
section 48(2) (as altered or replaced from time to time).

50 Publication of code
(1) The Secretary of State must publish the code issued under section 48(2).
(2) The Secretary of State must publish any replacement code issued under section 49(5).

(3) The Secretary of State must publish—
(a) any alteration issued under section 49(5), or
(b) the code or replacement code as altered by it.

51 Effect of code

(1) A relevant person must have regard to the powers of entry code when exercising any
functions to which the code relates.

(2) A failure on the part of any person to act in accordance with any provision of the
powers of entry code does not of itself make that person liable to criminal or c