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Directive (EU) 2015/2366 of the European Parliament and of the Council of
25 November 2015 on payment services in the internal market, amending

Directives 2002/65/EC, 2009/110/EC and 2013/36/EU and Regulation (EU)
No 1093/2010, and repealing Directive 2007/64/EC (Text with EEA relevance)

TITLE IV

RIGHTS AND OBLIGATIONS IN RELATION TO THE
PROVISION AND USE OF PAYMENT SERVICES

CHAPTER 2

Authorisation of payment transactions

Article 70

Obligations of the payment service provider in relation to payment instruments

1 The payment service provider issuing a payment instrument shall:
a make sure that the personalised security credentials are not accessible to parties other

than the payment service user that is entitled to use the payment instrument, without
prejudice to the obligations on the payment service user set out in Article 69;

b refrain from sending an unsolicited payment instrument, except where a payment
instrument already given to the payment service user is to be replaced;

c ensure that appropriate means are available at all times to enable the payment service
user to make a notification pursuant to point (b) of Article 69(1) or to request unblocking
of the payment instrument pursuant to Article 68(4); on request, the payment service
provider shall provide the payment service user with the means to prove, for 18 months
after notification, that the payment service user made such a notification;

d provide the payment service user with an option to make a notification pursuant to point
(b) of Article 69(1) free of charge and to charge, if at all, only replacement costs directly
attributed to the payment instrument;

e prevent all use of the payment instrument once notification pursuant to point (b) of
Article 69(1) has been made.

2 The payment service provider shall bear the risk of sending a payment instrument or
any personalised security credentials relating to it to the payment service user.


